
 

  

ITIL service 
management 
Optimizing IT processes and practices 

Michael Lappenbusch 
IT-SPECIALIST APPLICATION DEVELOPMENT 



Table of contents 
1.Introduction to ITIL ............................................................................................................................... 2 

What is ITIL? ........................................................................................................................................ 2 

History of ITIL....................................................................................................................................... 3 

Objectives of ITIL ................................................................................................................................. 3 

ITIL process model ............................................................................................................................... 4 

2.ITIL processes ....................................................................................................................................... 5 

service strategy ................................................................................................................................... 5 

Service Portfolio Management ........................................................................................................ 5 

Financial Management for IT Services ............................................................................................ 6 

demand management ..................................................................................................................... 7 

service design ...................................................................................................................................... 8 

Service Level Management ............................................................................................................. 8 

availability management ................................................................................................................. 9 

capacity management ..................................................................................................................... 9 

IT Service Continuity Management ............................................................................................... 10 

Information security management ............................................................................................... 11 

service transition ............................................................................................................................... 11 

change management ..................................................................................................................... 11 

Service Asset and Configuration Management ............................................................................. 12 

Release and Deployment Management ........................................................................................ 13 

service operation ............................................................................................................................... 14 

events management ...................................................................................................................... 14 

Incident Management ................................................................................................................... 14 

Request Fulfillment ....................................................................................................................... 15 

issue management ........................................................................................................................ 15 

Continuous Improvement ................................................................................................................. 16 

service reporting............................................................................................................................ 16 

Service measurement .................................................................................................................... 17 

Service Knowledge Management .................................................................................................. 17 

3.ITIL implementation ........................................................................................................................... 18 

ITIL Adoption Strategy ....................................................................................................................... 18 

ITIL process integration ..................................................................................................................... 18 

ITIL tools and technologies ................................................................................................................ 19 

Employee and culture change ........................................................................................................... 20 

4.ITIL Certification ................................................................................................................................. 21 



ITIL certification levels ....................................................................................................................... 21 

Preparation for ITIL certification ....................................................................................................... 22 

imprint ................................................................................................................................................... 23 

 

 

 

 

1.Introduction to ITIL 
 

What is ITIL? 
ITIL (Information Technology Infrastructure Library) is a framework for IT service management 

(ITSM). It offers a comprehensive method for planning, implementing, monitoring and optimizing IT 

services. ITIL was developed by the UK government in the 1980s and has since become a widely used 

standard for ITSM. 

 

ITIL describes a variety of processes divided into five main areas: Service Strategy, Service Design, 

Service Transition, Service Operation and Continual Service Improvement. Each of these areas 

involves a set of processes that work together to ensure effective IT service delivery. 

 

The ITIL processes include, for example, incident management, problem management, change 

management and configuration management. They are designed to improve the quality of IT services 

while reducing costs. ITIL also provides guidelines for the governance of IT services and 

communication with the business. 

 

ITIL is an open standard used by companies and organizations in many industries worldwide. There is 

also a certification structure that allows individuals to demonstrate their knowledge of ITIL and prove 

their ability to successfully implement and manage ITIL processes. 

 

 

 

 

 

 

 



History of ITIL 
The story of ITIL begins in the 1980s when the UK government was concerned that its IT services 

were not meeting the needs of government and citizens. To solve this problem, the government 

commissioned the Central Computer and Telecommunications Agency (CCTA) to develop a 

framework that would improve IT services. 

 

The first ITIL framework was published in 1989 and consisted of a collection of best practices for IT 

service management. It included processes such as Incident Management, Problem Management, 

Change Management and Configuration Management. These processes were designed to improve 

the quality of IT services while reducing costs. 

 

In the 1990s, ITIL was further improved and expanded. In 2000 the third version known as ITIL V3 was 

released. This release featured a new structure centered around five main areas: Service Strategy, 

Service Design, Service Transition, Service Operation, and Continual Service Improvement. 

 

Since the release of ITIL V3, there have been several updates and additions to meet the demands of 

changes in the IT industry. In 2011, the fourth edition of ITIL was released, known as ITIL 2011, 

focusing on enterprise applicability and linking to other frameworks such as COBIT and ISO/IEC 

20000. 

 

Today, ITIL is a recognized standard for IT service management worldwide and is used by many 

companies and organizations in different industries. There is also a certification structure that allows 

individuals to demonstrate their knowledge of ITIL and prove their ability to successfully implement 

and manage ITIL processes. 

 

 

Objectives of ITIL 
ITIL (Information Technology Infrastructure Library) has several goals aimed at improving the quality 

and efficiency of IT services. Some of these goals are: 

 

Service Excellence: ITIL aims to provide IT services at the highest level to meet and exceed customer 

expectations. This requires continuous improvement of processes and procedures to ensure the 

quality of IT services. 

 

Cost Efficiency: ITIL aims to reduce the cost of IT services by eliminating redundant processes and 

procedures and increasing the efficiency of IT processes. 

 



IT-Business Alignment: ITIL aims to align the IT services with the business processes of the company 

in order to better align the IT services with the needs of the company and to support the business 

processes. 

 

Flexibility and Scalability: ITIL aims to make IT services more flexible and scalable to respond quickly 

to the changing needs of the business. 

 

Compliance and Governance: ITIL aims to ensure compliance with IT standards and regulations and 

to implement a governance model to monitor and control IT services. 

 

Continuous Improvement: ITIL aims to ensure the continuous improvement of IT services through the 

application of best practices and metrics to increase efficiency and the quality of IT services. 

 

Overall, ITIL aims to make IT services and IT organizations more efficient, effective and customer-

oriented in order to better tailor IT services to the needs of the company. 

 

 

ITIL process model 
The ITIL process model is a method for structuring and standardizing IT processes. It consists of a set 

of processes divided into five main areas: Service Strategy, Service Design, Service Transition, Service 

Operation and Continual Service Improvement. 

 

Service strategy: In this area, the long-term goals and plans for the IT services are defined. This 

includes identifying business needs, developing service portfolios and creating service partnerships. 

 

Service Design: In this area, the IT services are designed to meet the requirements of the service 

strategy. This includes the creation of service level agreements, the development of processes and 

procedures as well as the construction of IT infrastructures. 

 

Service transition: In this area, the designed IT services are transferred to operation. This includes 

monitoring and controlling changes, testing IT services and releasing IT services. 

 

Service operation: In this area, the IT services are supported and managed during operation. This 

includes monitoring IT services, incident management and problem management. 

 



Continual Service Improvement: In this area, IT services are continuously improved. This includes the 

measurement of service performance, the identification of optimization potential and the 

implementation of improvement measures. 

 

Each process in the ITIL process model has its own goals, activities, roles and responsibilities, which 

are defined in process descriptions. These processes are interrelated and work together to make IT 

services efficient and effective and to better align IT organizations with the needs of the business. 

 

 

2.ITIL processes 

service strategy 
 

Service Portfolio Management 
Service portfolio management is an important part of the ITIL methodology and deals with the 

management of the entire range of IT services within an organization. It involves identifying, 

monitoring, controlling and reviewing IT services to ensure they meet the needs of the organization 

and serve the business objectives of the organization. 

 

Service portfolio management consists of three phases: 

 

Service Strategy: In this phase, the long-term goals and plans for the IT services are determined. This 

includes identifying business needs, developing service catalogs and creating service partnerships. 

 

Service Design: In this phase, the IT services are designed to meet the requirements of the service 

strategy. This includes the creation of service level agreements, the development of processes and 

procedures as well as the construction of IT infrastructures. 

 

Service transition: In this phase, the designed IT services are transferred to operation. This includes 

monitoring and controlling changes, testing IT services and releasing IT services. 

 

Service portfolio management requires the collaboration of different departments within the 

organization, such as IT management, finance, marketing, business processes and purchasing. It is 

important that the IT services are aligned with the needs of the business and the IT organization is 

better aligned with the needs of the business. 

 

Service portfolio management also helps evaluate and prioritize IT services to ensure that the most 

important services get the resources they need. It also helps measure and improve the performance 



of IT services to ensure they are meeting the needs of the organization and supporting the business 

goals of the organization. 

 

 

Financial Management for IT Services 
Financial Management for IT Services is an important part of the ITIL methodology that deals with 

the financing, budgeting and costing of IT services. It includes identifying, monitoring, controlling and 

reviewing the finances associated with the delivery and support of IT services. 

 

Financial Management for IT Services has several goals: 

 

Cost efficiency: It should be ensured that the IT services are provided cost-effectively and that the IT 

costs are in proportion to the benefits of the IT services. 

 

Budgeting and financial planning: Funds should be allocated to provide and support the IT services 

and funds should be allocated to improve and expand the IT services. 

 

Cost Accounting: Information should be provided to record, analyze and report the costs of IT 

services. 

 

Pricing: Mechanisms should be provided to set prices for IT services and ensure they are reasonable. 

 

Financial management for IT services requires the collaboration of different departments within the 

organization, such as IT management, finance, purchasing and business processes. It is important 

that the IT services are financially viable and the IT organization is better aligned to the needs of the 

business. 

 

There are some tools and techniques used in Financial Management for IT Services such as cost 

benefit analysis, total cost of ownership analysis, investment analysis, budgeting and financial 

planning, cost accounting and pricing. 

 

Financial Management for IT Services helps evaluate and prioritize IT services to ensure that the most 

important services receive the necessary resources. It also helps measure and improve the 

performance of IT services to ensure they are meeting the needs of the organization and supporting 

the business goals of the organization. 

 

 



demand management 
Demand management is an important part of the ITIL methodology that deals with the control and 

monitoring of IT service demands. It includes the identification, assessment, prioritization and 

monitoring of IT service requirements to ensure that the IT services meet the needs of the 

organization and support the business objectives of the organization. 

 

The goal of demand management is to ensure that IT services meet the needs of the business and 

support the business goals of the business by: 

 

Requirements Identification and Assessment: IT service requirements are intended to be identified 

and assessed to ensure they meet the needs of the organization and support the business objectives 

of the organization. 

 

Prioritization of requirements: IT service requirements should be prioritized to ensure that the most 

important requirements receive the necessary resources. 

 

Requirements Monitoring: IT service requirements are intended to be monitored to ensure that they 

are being met and that the IT services meet the needs of the organization and support the business 

objectives of the organization. 

 

Demand management requires the collaboration of different departments within the organization, 

such as IT management, business processes and customers. It is important that all stakeholders are 

involved in identifying, assessing, prioritizing and monitoring requirements to ensure that IT services 

meet the needs of the organization and support the organization's business goals. 

 

Tools and techniques used in demand management include requirements management, portfolio 

management, prioritization methods, and requirements monitoring tools. 

 

Demand management helps align IT services with the needs of the business, measure and improve 

the performance of IT services, and ensure that IT services support the business goals of the 

business. It also helps keep IT costs under control by ensuring that only essential requirements are 

implemented and that IT department resources are used effectively. 

 

An important part of demand management is communication with the customer. It is important that 

the IT department communicates with the customer on a regular basis to ensure that the IT services 

meet the customer's needs. This can be achieved through regular customer feedback sessions, 

surveys or meetings. 

 



It is also important that demand management is integrated into the organization's IT strategy to 

ensure that IT services support the organization's business objectives. It should also work closely with 

service portfolio management, financial management for IT services, and service level management 

to ensure that IT services meet the needs of the organization and support the business goals of the 

organization. 

 

In practice, demand management can be implemented in the form of regular requirements 

management meetings in which requirements are recorded, evaluated, prioritized and monitored. It 

is also important that the results of demand management are regularly reviewed and adjusted to 

ensure that the IT services meet the needs of the organization and support the business goals of the 

organization. 

 

 

service design 
 

Service Level Management 
Service Level Management (SLM) is an important part of the ITIL process model and aims to ensure 

that IT services meet the needs of the business and support the business goals of the business. 

 

In the SLM, service level agreements (SLAs) are agreed that describe the customer's expectations of 

the IT services. These SLAs provide information on the service levels to be achieved and the metrics 

used to measure the performance of the IT services. 

 

An important part of the SLM is the monitoring and measurement of the performance of the IT 

services. This can be done by using tools like performance monitoring software or by conducting 

regular customer feedback sessions. Service levels are then adjusted and improved on the basis of 

the collected data. 

 

The SLM works closely with Service Portfolio Management and Financial Management for IT Services 

to ensure that IT services meet the needs of the organization and support the business objectives of 

the organization. It also works closely with Incident Management and Problem Management to 

ensure incidents are resolved quickly and service levels are maintained. 

 

In practice, SLM is often implemented by a team of SLM officers who are responsible for monitoring 

and measuring the performance of IT services and ensuring that SLAs are met. It is also important 

that the results of the SLM are regularly reviewed and adjusted to ensure that the IT services meet 

the needs of the business and support the business goals of the business. 

 

 



availability management 
Availability management is an important part of the ITIL process model and aims to ensure the 

availability of IT services and to minimize the impact of failures on the business. 

 

In availability management, availability requirements for IT services are identified and defined. This 

includes determining the required availability of the IT services, identifying single points of failure 

(SPOF) and defining availability targets. 

 

An important part of availability management is the monitoring and measurement of the availability 

of IT services. This can be done by using tools such as performance monitoring software or by 

conducting regular testing of the IT services. Based on the collected data, measures are then taken to 

improve the availability of the IT services. 

 

Availability Management works closely with Incident Management and Problem Management to 

ensure that failures are resolved quickly and the availability of IT services is maintained. It also works 

closely with service level management and capacity management to ensure IT services meet the 

required availability requirements and minimize the business impact of outages. 

 

In practice, availability management is often implemented by a team of availability managers who 

are responsible for monitoring and measuring the availability of IT services and ensuring that 

availability requirements are met. It is also important that availability management results are 

regularly reviewed and adjusted to ensure IT services are meeting required availability requirements 

and the business impact of outages is minimized. 

 

 

capacity management 
Capacity management is an important part of the ITIL process model and aims to ensure that IT 

infrastructure and resources are aligned to the needs of the business and that IT infrastructure and 

resource costs are optimized. 

 

Current and future requirements for IT infrastructure and resources are identified and analyzed in 

capacity management. This includes monitoring and measuring the utilization of IT systems, 

identifying bottlenecks and forecasting future requirements. 

 

Actions are then taken based on the data collected to align IT infrastructure and resources with the 

needs of the business. This can be done by increasing the capacity of existing systems, optimizing 

processes or introducing new technologies. 

 



Capacity Management works closely with Availability Management, Incident Management and 

Problem Management to ensure that outages are minimized and the availability of IT services is 

maintained. It also works closely with Service Level Management and Financial Management for IT 

Services to ensure IT services meet required service levels and optimize IT infrastructure and 

resource costs. 

 

In practice, capacity management is often implemented by a team of capacity officers who are 

responsible for monitoring and measuring the utilization of IT systems and ensuring that IT 

infrastructure and resources are aligned with the needs of the business . It is also important that 

capacity management results are regularly reviewed and adjusted to ensure that IT infrastructure 

and resources are aligned with the needs of the business and that IT infrastructure and resource 

costs are optimized. 

 

 

IT Service Continuity Management 
IT Service Continuity Management (ITSCM) is an important part of the ITIL process model and aims to 

ensure that IT services remain available in the event of incidents or disasters and that business 

continuity risk is minimized. 

 

ITSCM includes the planning, implementation, monitoring and maintenance of measures that help 

ensure that IT services remain available in the event of incidents or disasters. This includes creating 

emergency plans, conducting emergency drills, maintaining emergency equipment and facilities, and 

restoring IT services after an incident. 

 

An important part of ITSCM is the identification of critical IT services and the assessment of the risk 

of failure of these services. This helps prioritize creating contingency plans and conducting 

contingency drills. 

 

ITSCM works closely with other ITIL processes such as Incident Management, Problem Management 

and Change Management to ensure that IT services remain available in the event of an incident or 

disaster. It also works closely with Service Level Management and Financial Management for IT 

Services to ensure IT services meet required service levels and optimize IT infrastructure and 

resource costs. 

 

In practice, ITSCM is often implemented by a team of ITSCM officers who are responsible for creating 

contingency plans, conducting contingency drills, and restoring IT services after a disruption. It is also 

important that the results of the ITSCM are regularly reviewed and adjusted to ensure that the IT 

services remain available in the event of incidents or disasters and business continuity risk is 

minimized. 

 



 

Information security management 
Information Security Management (ISM) is an important part of the ITIL process model and aims to 

ensure that an organization's IT systems and data are protected from unauthorized access, misuse, 

loss or destruction. 

 

ISM includes the planning, implementation, monitoring and maintenance of measures to ensure IT 

security. This includes creating security policies, conducting security audits, implementing access and 

authentication controls, monitoring security incidents, and implementing countermeasures against 

security threats. 

 

An important part of ISM is the identification of IT security risks and the assessment of the damage 

that can be caused by possible security incidents. This helps prioritize creating security policies and 

conducting security reviews. 

 

ISM works closely with other ITIL processes such as Incident Management, Problem Management 

and Change Management to ensure that an organization's IT systems and data are protected from 

unauthorized access, misuse, loss or destruction. It also works closely with Service Level 

Management and Financial Management for IT Services to ensure IT services meet required service 

levels and optimize IT infrastructure and resource costs. 

 

In practice, ISM is often implemented by a team of ISM officers who are responsible for creating 

security policies, conducting security audits, and implementing countermeasures against security 

threats. It is also important that the results of the ISM are regularly reviewed and adjusted to ensure 

that an organization's IT systems and data are protected from unauthorized access, misuse, loss or 

destruction. 

 

 

service transition 
 

change management 
Change management is an important part of the ITIL process model and aims to ensure that changes 

to IT infrastructure and applications are properly planned, approved, implemented and monitored to 

minimize the risk of outages and disruptions. 

 

Change management involves planning, approving, monitoring and reviewing changes to IT 

infrastructure and applications. This includes identifying change requests, creating change requests, 

conducting risk analysis, approving changes through a Change Advisory Board (CAB), implementing 

changes, monitoring changes, and reviewing changes after implementation. 

 



An important part of change management is the creation of change requests that describe what 

changes are to be made, why the changes are needed, and what the impact of the changes will be. 

These change requests are then reviewed by a Change Advisory Board (CAB), made up of members 

from different departments of the organization, such as IT operations, IT development and business. 

 

Change Management works closely with other ITIL processes such as Incident Management, Problem 

Management and IT Service Continuity Management to ensure that changes to IT infrastructure and 

applications are properly planned, approved, implemented and monitored in order to minimize the 

risk of failures and disruptions. 

 

In practice, change management is often implemented by a team of change management officers 

who are responsible for creating change requests, performing risk analysis, approving changes 

through the CAB, and monitoring changes. It is also important that change management outcomes 

are regularly reviewed and adjusted to ensure changes to IT infrastructure and applications are 

properly planned, approved, implemented and monitored, further minimizing the risk of outages and 

disruptions. 

 

Another important aspect of change management is communication and cooperation with the 

affected business areas and users. It is important that they are informed of planned changes and that 

their needs and concerns are taken into account. It is also of great importance that they are informed 

about the impact of the changes on their work and are prepared accordingly. 

 

Overall, change management aims to continually improve the organization's IT infrastructure and 

applications by ensuring that changes are properly planned, approved, implemented, and monitored. 

By minimizing the risk of failures and disruptions and by working together with the affected business 

areas and users, it is ensured that the company's IT services are constantly being improved and meet 

the needs of the business areas. 

 

 

Service Asset and Configuration Management 
Service Asset and Configuration Management (SACM) is a process within ITIL that aims to manage 

and control an organization's IT infrastructure and applications. It includes all activities required to 

ensure that the IT systems and services are configured correctly, operated properly and meet the 

needs of the company. 

 

The goal of SACM is to ensure that an organization's IT infrastructure and applications are 

continuously operational and available. This is achieved by ensuring that IT systems and services are 

properly configured and that configuration data is current and correct. 

 



An important part of SACM is the creation and maintenance of a Configuration Management 

Database (CMDB). The CMDB contains information about all of an organization's IT systems and 

services, including hardware, software, networks, and other IT assets. It serves as a central location 

where all configuration data is stored and can be used by all IT service management processes and 

functions. 

 

SACM also includes activities such as monitoring and managing licenses and maintenance contracts, 

as well as tracking changes to IT systems and services. Monitoring and managing this information can 

ensure that IT systems and services are constantly operational and available and that there are no 

unexpected failures or problems. 

 

Overall, SACM aims to manage and control an organization's IT infrastructure and applications to 

ensure they are constantly operational and available. Creating and maintaining a CMDB and 

monitoring and managing licenses and maintenance contracts ensures that IT systems and services 

are properly configured and meet the needs of the business. 

 

 

Release and Deployment Management 
Release and Deployment Management (RDM) is a process within ITIL that ensures that changes to an 

organization's IT infrastructure and applications are properly planned, tested and implemented. It 

encompasses all activities required to ensure that changes are implemented quickly, safely and 

successfully, to keep the company's IT systems and services constantly up to date. 

 

The goal of RDM is to ensure that changes to an organization's IT infrastructure and applications are 

properly planned, tested, and implemented to keep the organization's IT systems and services up-to-

date at all times. This is achieved by ensuring that changes are implemented quickly, safely and 

successfully, and that the impact of changes on the organization's IT systems and services is 

minimized. 

 

RDM also includes activities such as creating release plans, conducting testing, and providing training 

for IT staff and users. Conducting tests ensures that changes work correctly before being 

implemented in a production environment. 

 

An important part of RDM is change management, which ensures that all changes to the IT 

infrastructure and applications are properly approved, planned, tested and implemented to keep the 

company's IT systems and services constantly up to date keep. 

 

Overall, RDM aims to ensure that changes to an organization's IT infrastructure and applications are 

properly planned, tested, and implemented. By creating release plans, conducting tests and 

providing training for IT staff and users, it ensures that changes are implemented quickly, safely and 



successfully and the impact of changes on IT services and systems is minimized . Release and 

deployment management is closely linked to other processes such as change management, service 

asset and configuration management, and service level management to ensure that changes are 

implemented quickly, safely, and successfully, and that the impact of changes on IT Services and 

systems are minimized. 

 

 

service operation 
 

events management 
Event management is an important process within ITIL, the aim of which is to ensure the monitoring 

and control of events relating to IT services and systems. An event can be anything from a minor 

disruption to an emergency affecting IT services. 

 

Event management involves monitoring IT systems and services, capturing events, analyzing events 

to determine the impact on IT services, and controlling events to ensure they are dealt with quickly 

and successfully will. 

 

It also includes creating alerts and monitoring events to ensure they are caught early and can be 

dealt with quickly. It works closely with other ITIL processes such as Incident Management and 

Problem Management to ensure events are dealt with quickly and successfully and that the impact 

on IT services is minimized. 

 

An important part of event management is the documentation of events to ensure that the root 

causes of problems can be identified quickly and that lessons learned from handling events can be 

used to prevent future problems. 

 

It is important that Event Management is regularly monitored and reviewed to ensure that it is 

operating effectively and efficiently and that it is meeting the needs of the business. 

 

 

Incident Management 
ITIL Incident Management refers to the process aimed at detecting, reporting, analyzing, resolving, 

and preventing recurrence of incidents and interruptions in IT services as quickly as possible. It 

includes identifying and tracking incidents, monitoring and reporting progress, assisting in restoring 

IT services, and conducting follow-up activities to determine the root causes of incidents and prevent 

future incidents. 

 



The goal of incident management is to ensure that an organization's IT services are restored as 

quickly as possible and that the impact of incidents on business operations is minimized. It also 

supports problem management by helping to identify and resolve the root causes of incidents to 

prevent future incidents. 

 

The Incident Management process model includes steps such as reporting an incident, analyzing and 

diagnosing, remediation and recovery, and tracking and monitoring of incidents. It is closely linked to 

other ITIL processes such as event management and problem management, and requires 

collaboration between different departments and roles within an organization, including IT 

operations, service desk, and second and third level support. 

 

 

Request Fulfillment 
Request fulfillment is a process within the ITIL framework that focuses on the fulfillment of requests 

for IT services. This process is closely linked to Incident Management and Problem Management and 

ensures that customer IT service requirements are met quickly, efficiently and successfully. 

 

The process includes the acceptance, review, and approval of requirements, the management of 

requirements during implementation, and the final acceptance and approval of requirements by the 

customer. It is also the responsibility of the request fulfillment process to ensure that requests are 

consistent with service level agreements (SLAs) and applicable company policies and procedures. 

 

An important part of the request fulfillment process is the creation of request forms that customers 

can use to describe and submit their requests. These forms can be submitted online or via email and 

typically include information such as the type of requirement, priority, dependencies, and 

expectations for fulfillment time. 

 

Request Fulfillment is also responsible for maintaining a queue of requests that are monitored and 

prioritized to ensure that the most important requests are processed first. It is also the job of 

Request Fulfillment to ensure that requests are properly documented and tracked to ensure they are 

implemented successfully and the impact of changes on IT services and customers is minimized. 

 

 

issue management 
Problem Management is a process within ITIL concerned with identifying, investigating, resolving and 

preventing problems in an organization's IT system. The goal of problem management is to improve 

the availability and performance of IT services and reduce the number of incidents and their impact 

on the business. 

 



The process begins with identifying problems, discovered either through incidents or through other 

processes such as configuration management or event management. Once an issue is identified, it is 

investigated to determine the root cause and which IT services are affected. After the cause is 

determined, a solution is developed and implemented to correct the problem. Whenever possible, 

steps are also taken to prevent future problems. 

 

Problem Management works closely with other ITIL processes such as Incident Management and 

Change Management. While incident management aims to quickly find a solution to an acute 

problem in order to restore IT services, problem management has a longer-term focus and works to 

eliminate the root cause of the problem and prevent future problems. Change management is 

another key partner as it aims to plan, test and successfully implement changes to IT infrastructure 

and applications to prevent problems. 

 

Overall, problem management aims to improve IT service availability and performance by quickly 

identifying, investigating, and resolving problems to reduce the number of incidents and their impact 

on the business. 

 

 

 

Continuous Improvement 
 

service reporting 
Service reporting is an important part of the ITIL process model and is used to measure and report on 

the performance of IT services. By generating reports on the availability, performance and quality of 

IT services, a company can assess and improve the effectiveness and efficiency of its IT services. 

 

The reports created as part of service reporting can be both internal and external. Internally, reports 

can be directed to management, the IT department and other relevant departments of the company. 

External reports can be directed to customers, suppliers and regulators. 

 

Reports within the scope of service reporting can be created in different ways. Some examples are: 

 

Dashboards showing the performance of IT services in real time 

Periodic reports showing the performance of IT services over a period of time 

Ad hoc reports generated upon request 

An important part of service reporting is the analysis of the collected data. Through the analysis, the 

company can identify problems and find solutions to improve the performance of IT services. 

 



Overall, service reporting has the goal of making a company's IT services transparent and 

comprehensible, thereby increasing the effectiveness and efficiency of IT services. 

 

 

Service measurement 
Service Measurement is an important part of ITIL and relates to the measurement and monitoring of 

service performance and outcomes. It aims to improve the quality and efficiency of IT services and 

ensure that they meet the needs of the business. 

 

Some of the key aspects of service measurement are: 

 

Service Performance Indicators (SLIs) and Service Performance Objectives (SLOs): These are used to 

measure and monitor the performance of IT services. For example, they can include availability, 

mean recovery time, or customer satisfaction. 

Service Reporting: This refers to the creation of reports on the performance of IT services that are 

shared with relevant stakeholders. The reports can contain, for example, the achievement of SLOs, 

the number of incidents or the number of service requests fulfilled. 

Service Improvement: This refers to the use of collected data to improve the quality and efficiency of 

IT services. This can be achieved, for example, by identifying problems, conducting root-cause 

analyzes and implementing problem-solving measures. 

Service measurement is closely linked to other ITIL processes such as service level management, 

availability management and incident management and enables companies to monitor and improve 

the performance of their IT services. It is an important part of the IT service management strategy 

and helps ensure that IT services meet the needs of the business and increase customer satisfaction. 

 

 

Service Knowledge Management 
Service Knowledge Management (SKM) is an ITIL process that ensures that all information needed to 

operate and improve IT services is available, up-to-date and correct. It includes the collection, 

management, distribution and use of knowledge and information about IT services, processes, tools 

and applications. 

 

SKM aims to increase the efficiency and effectiveness of IT services by ensuring that the right 

information is available at the right time and in the right places. This enables the IT service 

management team to respond faster and more accurately to customer issues and requests, 

improving service quality and reducing IT costs. 

 

SKM involves the management of documentation, knowledge bases, training materials and other 

information resources. It also includes managing configuration items and monitoring changes to 



those items. It is important that the information is current and correct as it is used by other ITIL 

processes such as Incident Management, Problem Management and Change Management. 

 

An important part of SKM is the creation of service knowledge bases that allow employees to quickly 

and easily access the information they need. It also allows for quick identification of recurring 

problems and development of solutions. 

SKM is closely linked to other ITIL processes and helps improve the quality and efficiency of IT 

services and reduce costs. It is important that the organization regularly reviews and updates the 

information to ensure it is always current and accurate. 

3.ITIL implementation 
 

ITIL Adoption Strategy 
An ITIL adoption strategy describes the process by which an organization integrates ITIL processes 

into its IT service management practices. This process typically includes identifying the processes to 

be implemented, training staff, and introducing tools and methods needed to implement the 

processes. 

 

The first phase of ITIL adoption is usually to develop an understanding of the basics of ITIL and to 

identify the processes that best fit the needs of the business. This can be achieved through 

workshops, training and reading ITIL guides. 

 

In the next phase, education and training for the staff will be carried out to ensure that all affected 

employees acquire the necessary skills and knowledge to be able to successfully implement the 

processes. 

 

In the third phase, tools and methods are introduced to support the implementation of the 

processes. This can include, for example, using IT service management software or setting up ITIL-

compliant processes and workflows. 

 

The final phase is to oversee and review the implementation of the processes to ensure they are 

effective and efficient. Adjustments and improvements can then be made accordingly. It is important 

to regularly review and adapt ITIL processes to the changing needs of the business to ensure they 

remain effective. 

 

 

ITIL process integration 
ITIL process integration refers to the process of embedding ITIL processes into existing IT systems and 

processes. This is done by identifying interfaces and dependencies between ITIL processes and 

existing processes, and by creating implementation and integration plans. 



 

An important part of ITIL process integration is the identification of processes that can be influenced 

by ITIL processes. This can be done by conducting process analyses. Once the affected processes 

have been identified, the necessary adjustments and integration steps can be planned. 

 

Another important part of ITIL process integration is the training of IT staff. In order to ensure that 

the ITIL processes are implemented correctly, it is important that employees acquire the necessary 

knowledge and skills. This can be done through training, workshops and mentoring. 

 

An important part of ITIL process integration is the introduction of ITIL-compliant tools and 

technologies. These tools and technologies can help automate and streamline ITIL processes, which 

in turn improves the efficiency and quality of IT services. 

 

Overall, ITIL process integration aims to integrate ITIL processes into existing IT systems and 

processes in order to improve the efficiency and quality of IT services. This is done by identifying 

interfaces and dependencies, creating implementation and integration plans, training IT staff and 

introducing ITIL-compliant tools and technologies. 

 

 

ITIL tools and technologies 
ITIL tools and technologies are software solutions used to implement ITIL processes and best 

practices. There are a variety of tools and technologies available for the various ITIL processes such 

as 

 

IT Service Management (ITSM) Tools: These tools support the ITIL processes like Incident 

Management, Problem Management, Change Management, Configuration Management, etc. and 

help companies to manage their IT services more efficiently. 

 

IT asset management tools: These tools record, manage and monitor IT assets such as hardware, 

software and licenses and support the service asset and configuration management process. 

 

Service Desk Tools: These tools support IT support through automated processes and facilitate 

communication and collaboration between IT staff and users. 

 

Performance management tools: These tools collect and analyze performance data from IT systems 

and applications and support processes such as availability management, capacity management and 

service level management. 

 



Business service management tools: These tools enable the monitoring and control of business 

processes and services and support processes such as incident management, event management and 

service reporting. 

 

IT governance, risk and compliance tools: These tools support compliance with regulations and 

standards and support processes such as information security management and IT service continuity 

management. 

 

It is important to note that choosing the right ITIL tools and technology depends on the needs of the 

organization and the scope of the ITIL implementation. A thorough selection and integration of tools 

and technologies is required to ensure a successful implementation of ITIL. 

 

 

Employee and culture change 
Implementing ITIL often requires changes in both employees and corporate culture. In order to be 

successful, the company's employees must be able to understand and apply ITIL processes and 

methods. The training and further education of employees plays an important role here, so that they 

can acquire the necessary skills and implement the processes effectively. 

 

Another important aspect is the change in corporate culture. ITIL requires close collaboration and 

communication between the different departments and divisions of the company, such as IT 

department, finance department, purchasing department, etc. In order to be successful, the 

company must establish a culture of collaboration and communication that supports the 

implementation of the ITIL processes relieved. 

 

Another challenge in implementing ITIL is adapting the existing tools and technologies to the 

requirements of the ITIL processes. Many organizations need to adapt their existing IT systems and 

tools or adopt new tools and technologies to support ITIL processes. 

 

Overall, the implementation of ITIL requires both a change in employees and a change in corporate 

culture. Careful planning, staff training and development, and the adaptation of existing tools and 

technologies are important factors in the success of ITIL implementation. 

 

 

 

 

 



4.ITIL Certification 
 

ITIL certification levels 
ITIL (Information Technology Infrastructure Library) is an IT service management framework that 

describes processes, practices and technologies for the effective management of IT services. An 

important component of the ITIL framework are the certification levels that can be earned by 

individuals wishing to engage in ITIL practices. 

 

There are several levels of certification in the ITIL framework, ranging from the ITIL Foundation to the 

ITIL Master level. Each level requires a specific amount of training and testing and provides the 

knowledge and skills needed to implement ITIL practices in an organization. 

 

ITIL Foundation: This is the first level of ITIL certification and teaches the fundamentals of the ITIL 

framework, including key terms, processes and practices. To earn the ITIL Foundation certification, 

one must pass a multiple-choice test. 

 

ITIL Practitioner: This is the next level after the ITIL Foundation and is for people who want to apply 

ITIL practices in their organization. It focuses on applying ITIL processes and improving processes. To 

earn the ITIL Practitioner certification, one must pass a multiple-choice test. 

 

ITIL Intermediate: This is the third level of ITIL certification and is intended for people who want to go 

deeper into ITIL processes. There are several modules to choose from that focus on different aspects 

of the ITIL framework such as Service Operation, Service Transition, Service Design and Service 

Strategy. To earn the ITIL Intermediate certification, one must pass a multiple-choice test. 

 

ITIL Expert: This is the fourth level of ITIL certification and is intended for individuals who have a deep 

understanding and broad application of ITIL processes and practices. To achieve this certification, 

candidates must have completed the ITIL Foundation certification, at least one ITIL Intermediate 

certification and at least 17 days of ITIL training. An ITIL Expert must also be able to apply and 

improve the ITIL processes and practices in a real organization. Also, one of the requirements for the 

ITIL Expert certification is experience in implementing ITIL processes in an organization. There is also 

a multiple choice test that must be passed in order to earn the ITIL Expert certification. 

 

ITIL Master: This is the highest level of ITIL certification and is intended for individuals who have a 

deep understanding and broad application of ITIL processes and practices and are able to apply the 

ITIL processes and practices in a real organization and to improve. It requires an ITIL Expert 

certification as well as extensive experience implementing ITIL processes in an organization. An ITIL 

Master must also be able to strategically plan and implement the ITIL processes and practices in an 

organization. There is no specific test to earn the ITIL Master certification, rather it requires an 

application and examination by a group of ITIL professionals. 

 



Overall, the ITIL certification levels offer an excellent opportunity to broaden and deepen knowledge 

and skills in IT service management. They are also an important part of implementing ITIL practices in 

an organization and can help improve the efficiency and effectiveness of IT service management. 

 

 

Preparation for ITIL certification 
Preparing for ITIL certification requires a thorough understanding of the ITIL framework and its 

processes and practices. There are several ways to prepare for ITIL certification, including: 

 

Training: There are many training providers offering ITIL training ranging from Foundation to Expert 

level. These training courses provide a thorough introduction to the ITIL framework and the 

processes and practices required for certification. 

 

Self-study: Another way to prepare for the ITIL certification is through self-study. There are many 

resources such as books, online courses and exam preparation materials available to deepen the 

understanding of the ITIL framework. 

 

Practical experience: An important prerequisite for the ITIL certification is the application of ITIL 

processes and practices in practice. Good preparation for certification therefore also includes the 

application of ITIL processes in a real environment. 

 

Practice exams: In order to prepare for the exam, it is recommended that you take practice exams 

that match the format and difficulty of the actual exam. This way you can prepare better for the 

exam and check your knowledge. 

 

Working with experienced ITIL professionals: Another way to prepare for ITIL certification is to work 

with experienced ITIL professionals who have already achieved a higher level of certification. They 

can give valuable tips and suggestions and help with questions. 

 

It is important to note that ITIL certification preparation takes time and effort. Thorough preparation 

and real-world application of ITIL processes and practices are key to certification success. A good way 

to prepare is to attend ITIL training courses, conducted by qualified trainers, which provide the 

knowledge and skills required for certification. It is also helpful to read the ITIL manual and become 

familiar with the processes and practices. Practice exams can also help to consolidate what you have 

learned and prepare you for the exam. It is important to give yourself enough time to prepare and 

prepare for the exam in order to be successful. 
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